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COMPUTER MISUSE:  VIEWING SEXUALLY EXPLICIT MATERIAL 
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CASE OIG-I-2016-523 

 

In May 2016, we received an allegation that an Amtrak executive was violating 
computer use policies by viewing sexually explicit images on his Amtrak 
computer. Our review confirmed the allegation. Contrary to company policy, the 
employee viewed sexually explicit material using a personally-owned USB storage 
device connected to his company-issued laptop. During our investigation, we 
documented nine occasions between July 7 and July 31, 2016, on which he viewed this 
material on his computer. The employee confessed to the allegation, and the company 
terminated him.   

 

 

 

 

 

 

 

 

 

  


